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St Stephen's School Device Committee

Recommendations for 2021

BYOD to commence Term 1 in Y5

Device requirement for Yr 5 2021 1s an 1Pad

5th generation above with at least 32GB storage
Can be secondhand as long as meet requirements

Device requirement for Yr 7 2021 1s a laptop
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Benefits of using 1Pads in Yrb
Age appropriate
Laghtweight and portable
Consistent for students

Anywhere anytime learning

Good battery life
Cost eftective

Engaging and interactive
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Fasy transition from school owned

student shared 1Pads
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Student Users Agreements

ICT

STUDENT INFORMATION &
COMMUNICATION TECHNOLOGY

USER AGREEMENT

AGREEMENT

The School's computer network and associated resources exist to provide access to curriculum-
related applications and information. | will not use these resources to look for material that is
unrelated to my areas of study unless | have the express permission of a staff member.

The School educates students to be safe, responsible and ethical users of digital technologies
and they will:
a. Treat others kindly and fairly when interacting online both at School and at home
b. Always ask my friends and teachers if it is okay to take photos, record sound or video at
schoaol
. Use appropriate words when communicating with others
. Acknowledge the author of information from the internet and do not daim the work as
your own d

| understand that all Internet access will be fil l and monitored. Access to any
technologies that circumvent the filtering 5t haa's ha: place is strictly prohibited. any
account caught using these services will be sus ed. The following is a non-exhaustive list
of technologies that bypass School filteri
a. VPN's
b. VPs
. Web Proxy Servers
. Anonymisers
. Tethering to person
TOR Browser

Publications dealing with porn phy or extreme violence are not permitted at the School. |
will not use the computer facilities to access unacceptable material.

Information published on the Internet may be inaccurate or may misreprasent a person or
situation. Thus, | will take care in my use of all mformation obtained from the internet.

1 will not break copyright law by copying and / or distributing another person’s work without
correctly acknowledging the source. Breach of copyright in any form is a serious offence and
carries significant penalties.

| will not share my login and password with another student. Any account issued to you is for
your exclusive use only.

| will not change any of the settings on a School computer OR install any programs without the
express permission of a3 member of ICT. Under no circumstances are students to install or
otherwise copy on to school owned computers any software or file that is subject to copyright
and for which an appropriate license has not been purchased. This includes any form of media
files such as music and video. The following is a non-exhaustive list of software that is not
permitted to be installed or used on School owned computers:

a. computer games with no educational merit

b. pirated or unlicensed software

Student ICT User Agreement

Hardcopies of this document ane considered uncontrolled plesse refer to the Handbook for the lstest version
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STUDENTBYOD
DEVICE AGREEMENT

PRIMARY _::.;,’_ St Stephen’s School

At 5t Stephen's School, smdents have access to their own IT devices, as well as
access to school owned MacBooks and iPads.

Technology at our school isused to make learming interesting and accessible.
This agreement supports the expectations of “IT " throughout the school and
theclassroom.

Stedents have identified the following guidelines for their device use at school.
Parents and students will need to read through each of the points below together
and sigm the agreement

At 5t Stephen’s School, we expect to:
devices for organisation and le?

Bring a charged device to s

Use the device only i ot ait breaks or before and gfter school
with the exception ch on Technology Wednesday)

Use your devi 1work or approved activities when at
school.

Keep device safe:

O Storethe device safely in the classroom

O Take care of their device at school, inclnding carrying it safely
and nsing a cover at all times_

Respect others:
Usethe device responsibly and obey teachers” instructions at school.

Ttliat others kindly and fairly when interacting online, both at school and
at home.

Acknowledge the author of information from the Internet and do not
claim the work as your owm

Always get permission before taking pictures or videos of others.

Do not use another person’s device, unless given permission.
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Cyber Safety

x What are the dangers to children being

online?
® Foxposure to strangers
» Exposure to inappropriate material

x Cyber bullying
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Cyber Bullying

x Targeted and persistent behaviour that
demeans, intimidates, embarrasses,
harasses.

®x Can be an unbalance of power or
repeatedly picking on someone.
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Popular apps/sites

® Instagram
®x Snapchat
» Fortnite

® Minecraft

x Tik Tok (Musical.ly)

® https://esalety.gov.au/esatety-information/games-apps-

and-social-nemorking
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Strategies To Stay Sate Online

x Keep device use to open areas.

» Private information, private.

x Question what you post online.

x [f you don’'t know the person, don't talk to them!

» Pay attention to signals that your body 1s providing you.
®x Responding to inappropriate material.

x Tell an adult.

» Take a break from the app/game or your device.
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Group Messaging
x Change the topic.
« Clarify.
x Create a code.

x A digital conversation is never secret or private. A
screenshot can be taken and shared.

% Be real, be kind.
x Use Emoys.
x Ask friends to talk face to face to clarity a problem.
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Digital Footprint
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Kids are tech savvy, they know

their way around a device.

Open, honest and frequent
communication 1s the key.
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